
Agenda 

Call to Order and Welcome Mike Watson 
Chief Information Security Officer 

Introductions Staff and Members 

Review of Agenda 

Overview of Roberts Rules of Order Staff 

Electronic Participation Policy 
(review and vote to adopt) Staff 

Break (if needed) 

Overview of State and Local  
Cybersecurity Grant Program VITA Legal and Legislative Services 

Charter & Bylaws (review and vote to adopt) Staff 

Nomination & Voting of Vice Chair Mr. Watson 

Public Comment Period 

2023 Meeting Dates 

Other Business 

Adjourn 

Virginia Cybersecurity Planning Committee 

November 7, 2022 – 10:00 a.m. 
VITA, Mary Jackson Boardroom 



 
Following presentation of an action item, the Chair will ask for a motion to adopt the action 
item. Upon receiving a second, the Chair will ask if there is any discussion concerning the 
motion. At that point, the action item will then be in the proper posture to be discussed and 
considered by the committee. It will also be in the proper posture at that point for any 
member to offer amendments to the language.  
 
Each member who wishes to participate in the discussion of any of the action items needs 
to first be recognized by the Chair prior to speaking. If you wish to be recognized, simply 
raise your hand. The Chair has discretion as to the purpose for which they wish to recognize 
a member, and if, in the Chair’s opinion, the member’s desired purpose is not germane to the 
current discussion or could cause confusion or interfere with the efficient and orderly 
operation of the Committee, the Chair may choose to delay recognition of the member until 
after the current discussion/item, but before the Committee’s work/meeting is completed.  
 
If any member wishes to offer an amendment to any action item, the amendment needs to 
be offered in the form of a motion. In making that motion, the member needs to state to the 
committee the language change/changes they are proposing to the text. If that motion 
receives a second from another member, the Committee will discuss and subsequently vote 
on the motion.  
 
If, upon hearing the proposed PRIMARY amendment, another member desires to further 
amend that amendment, that member must make a SECONDARY AMENDMENT in the form 
of a motion, which also must receive a second.  
 
Upon receiving a second, the Committee will discuss, and then vote on the SECONDARY 
AMENDMENT prior to voting on the PRIMARY amendment. If the amendment(s) is(are) 
adopted, they will be added to the main motion and the Committee will move on to the next 
amendment and repeat the process. Please note that a secondary amendment that is 
worded such that it completely negates the primary amendment’s meaning can get 
confusing, but if it is adopted it would be attached to the main motion/PRIMARY 
amendment directly.  
 
According to Robert’s Rules, there can only be one secondary amendment offered. There 
can be no “amendment to the amendment to the amendment”. 
 
Members may provide VITA with written copies of proposed amendments prior to the 
meeting, which will be included in committee packets. Members may also bring written 
copies of proposed amendments with them to the meeting which will be photocopied by 
VITA staff and distributed to the Committee prior to consideration. If any member wishes to 
make amendments but has not yet reduced them to writing, VITA will be able to type the 
proposed amendments into the computer and the proposed language will be displayed on 
the screen for the Committee’s consideration prior to voting on the motion. The Chair will 
ask VITA staff to read the draft amendment. Once the member is satisfied that the 

Overview of Robert’s Rules of Order 



amendment has been correctly stated, the Chair will ask the member to offer the 
amendment in the form of a motion.  
 
The Committee must vote on any individual amendments and then the action item as a 
whole. Votes can be taken via a voice vote with a simultaneous show of hands or a roll call 
vote. All votes are recorded as part of the official committee meeting minutes. 
 
Robert’s Rules provides that any member can make a motion to “call the previous question”, 
or “call for the question”. If that motion is seconded, it is not debatable; hence the 
Committee will end discussion and proceed with a vote on the motion (item for 
consideration before them). If it is agreed to by a two-thirds majority of the members, 
discussion of the pending motion (for example, an amendment that is under consideration) 
will end and the Committee will immediately vote on the motion.  If the motion to call the 
previous question does not receive a two-thirds majority of the votes, the discussion will 
continue.  
 
Finally, please note that under Robert’s Rules, a motion must receive a majority vote among 
the members present and voting in order to be approved. If a motion receives a tie vote, the 
motion is rejected and does not pass.  
 

  



Action What to 
Say 

Can 
interrupt 
speaker? 

Need a 
second? 

Can be 
Debated? 

Can be 
amended? 

Votes 
needed 

Introduce 
main 
motion 

“I move 
to...” 

No Yes Yes Yes Majority 

Amend a 
motion 

“I move to 
amend the 
motion by 
(add) 
(strike 
words)…" 

No Yes Yes Yes Majority 

End 
Debate 

“I move 
the 
previous 
question” 

No Yes  Yes No Majority 

Adjourn 
the 
meeting 

“I move to 
adjourn 
the 
meeting.” 

No Yes No No Majority 

Extend the 
allotted 
time 

“I move to 
extend the 
time by XX 
minutes 

No  Yes No  Yes 2/3 Vote 

 
 



 
The following is the remote or electronic participation policy of the Virginia Cybersecurity 
Planning Committee (VCPC). 
 
Member Remote Participation 
 
Individual VCPC members may participate in meetings of VCPC by electronic 
communication means to the full extent permitted by applicable law, including § 2.2-3708.3 
of the Code of Virginia. (As of November 2022, when such individual participation is due to a 
personal matter, such participation is limited by law to two meetings per calendar year or 25 
percent of the meetings held per calendar year rounded up to the next whole number, 
whichever is greater.) 
 
This shall apply to the entire membership and without regard to the identity of the member 
requesting remote participation or the matters that will be considered or voted on at the 
meeting. VCPC advisors may also participate by electronic communication means. 
 
Whenever a member wishes to participate from a remote location, the law requires a 
quorum of VCPC to be physically assembled at the primary or central meeting location.   
 
Virtual Meetings 
 
VCPC may hold all-virtual public meetings to the full extent permitted by applicable law, 
including Virginia Code § 2.2-3708.3(C). (As of November 2022, such all-virtual public 
meetings are limited by law to two meetings per calendar year or 25 percent of the meetings 
held per calendar year rounded up to the next whole number, whichever is greater, and may 
not be held consecutively with another all-virtual public meeting.)  
 
Requests 
 
Requests for remote participation or that VCPC conduct an all-virtual public meeting shall 
be conveyed to VITA staff who shall then relay such requests to the Chair of the VCPC.  
 
The Chair shall approve individual participation from a remote location unless a member 
asserts that such participation would violate this policy or the provisions of the Virginia 
Freedom of Information Act (Va. Code § 2.2-3700 et seq.). If a member's participation from 
a remote location is challenged, then VCPC shall vote whether to allow such participation.   
 
The request for remote participation or that VCPC conduct an all-virtual public meeting shall 
be recorded in the minutes of the meeting. If VCPC votes to disapprove of the member's 
participation because such participation would violate this policy, such disapproval shall be 
recorded in the minutes with specificity. The minutes shall include other information as 
required by law (see Va. Code §§ 2.2-3707 and 2.2-3708.3), depending on the type of 
remote participation or all-virtual public meeting. 

Electronic Participation Policy 



 
 
__________ 
 
The following additional explanation is intended to be informative as to current 
requirements and is not required by this policy independent of the requirements of law. 
 
Additional Explanation of Current Requirements for Remote Participation by Members 
 
When a meeting is scheduled to be held in person, there are four circumstances set out in 
subsection B of § 2.2-3708.3 where individual members of VCPC may participate from a 
remote location instead of participating in person. In order to use these provisions,  the 
member must notify the chair of the public body of one of the following four reasons for 
remote participation:  

1. The member has a temporary or permanent disability or other medical condition that 
prevents the member's physical attendance;  

2. A medical condition of a member of the member's family requires the member to 
provide care that prevents the member's physical attendance;  

3. The member's principal residence is more than 60 miles from the meeting location 
identified in the required notice for such meeting; or  

4. The member is unable to attend the meeting due to a personal matter and identifies 
with specificity the nature of the personal matter. However, the member may not use 
remote participation due to personal matters more than two meetings per calendar 
year or 25 percent of the meetings held per calendar year rounded up to the next whole 
number, whichever is greater. 

 
The limitations to two meetings per calendar year or 25 percent of the meetings held per 
calendar year does not apply to the first three types of remote participation (member’s 
disability or medical condition, need to provide medical care for a family member or 
principal residence distance from the meeting location), it only applies when the member 
participates due to personal matter.  
 
Additional Explanation of Current Requirements for Minutes 
 
• If an individual member remotely participates in a meeting, a general description of the 

remote location must be included in the minutes (it does not need to be an exact 
address— for example, the minutes might read that "[Member] participated from his 
home in [locality]" or that "[Member] participated from her office in [locality]."). The 
remote location does not have to be open to the public.  

• If a member remotely participates due to a (i) temporary or permanent disability or 
other medical condition that prevented the member's physical attendance or (ii) family 
member's medical condition that required the member to provide care for such family 
member, thereby preventing the member's physical attendance, that fact must be 
included in the minutes. While the fact that a disability or medical condition prevents 
the member's physical attendance must be recorded in the minutes, it is not required to 
identify the specific disability or medical condition.  

• If a member remotely participates because the member's principal residence is more 
than 60 miles from the meeting location, the minutes must include that fact.  



• If a member remotely participates due to a personal matter, the minutes must include 
the specific nature of the personal matter cited by the member.  

• As stated above, if remote participation by a member is disapproved because it would 
violate the participation policy adopted by the public body, such disapproval must be 
recorded in the minutes with specificity. Note that even if remote participation is 
disapproved, the member may continue to monitor the meeting from the remote 
location but may not participate and may not be counted as present at the meeting.  

 
Examples of disability or medical condition that prevents physical attendance:  

• Temporary hospitalization or confinement to home;  
• Contagious illness; or  
• Any temporary or permanent physical disability that physically prevents travel to the 

meeting location.  
 
Examples of personal matters that may prevent physical attendance:  

• Flat tire or other mechanical failure on the way to the meeting;  
• Traffic congestion or stoppage;  
• Personal, family, or business emergency;  
• Blizzard, flood, or other severe weather conditions that prevent travel to the meeting 

location;  
• Business trip;  
• Family trip; or  
• Scheduling conflict. 

 
Additional Explanation of Current Requirements for All-Virtual Meetings 
 
The provisions under Virginia Code § 2.2-3708.3(C) and the following must be met for all-
virtual meetings.  
 

1. An indication of whether the meeting will be an in-person or all-virtual public meeting is 
included in the required meeting notice along with a statement notifying the public that 
the method by which a public body chooses to meet shall not be changed unless the 
public body provides a new meeting notice in accordance with the provisions of § 2.2-
3707;  

2. Public access to the all-virtual public meeting is provided via electronic communication 
means;  

3. The electronic communication means used allows the public to hear all members of 
the public body participating in the all-virtual public meeting and, when audio-visual 
technology is available, to see the members of the public body as well;  

4. A phone number or other live contact information is provided to alert the public body if 
the audio or video transmission of the meeting provided by the public body fails, the 
public body monitors such designated means of communication during the meeting, 
and the public body takes a recess until public access is restored if the transmission 
fails for the public;  

5. A copy of the proposed agenda and all agenda packets and, unless exempt, all 
materials furnished to members of a public body for a meeting is made available to the 
public in electronic format at the same time that such materials are provided to 
members of the public body;  



6. The public is afforded the opportunity to comment through electronic means, including 
by way of written comments, at those public meetings when public comment is 
customarily received;  

7. No more than two members of the public body are together in any one remote location 
unless that remote location is open to the public to physically access it;  

8. If a closed session is held during an all-virtual public meeting, transmission of the 
meeting to the public resumes before the public body votes to certify the closed 
meeting as required by subsection D of § 2.2-3712;  

9. The public body does not convene an all-virtual public meeting (i) more than two times 
per calendar year or 25 percent of the meetings held per calendar year rounded up to 
the next whole number, whichever is greater, or (ii) consecutively with another all-
virtual public meeting; and  

10. Minutes of all-virtual public meetings held by electronic communication means are 
taken as required by § 2.2-3707 and include the fact that the meeting was held by 
electronic communication means and the type of electronic communication means by 
which the meeting was held. If a member's participation from a remote location 
pursuant to these requirements is disapproved because such participation would 
violate the policy adopted pursuant to subsection D of § 2.2-3708.3, such disapproval 
shall be recorded in the minutes with specificity. 

 
If an individual member had already reached his limit on participation due to personal 
matters, but the public body scheduled an all-virtual public meeting, the member could still 
participate in all virtual public meeting because these numerical limits are counted 
separately for the different types of electronic meetings. 
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STATE & LOCAL CYBERSECURITY 
GRANT PROGRAM AND PLANNING 
COMMITTEE OVERVIEW

JOSHUA HESLINGA

11/7/2022

Director, Legal and Legislative Services

vita.virginia.gov  |  Virginia IT Agency
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STATE AND LOCAL CYBERSECURITY IMPROVEMENT ACT

RECENT FEDERAL LEGISLATION

• Part (Division D, Title I, Subtitle B) of the Infrastructure Investment and Jobs Act, passed in 2021

• Provides $1 billion in grant funding for cybersecurity to state and local government entities

• 4-year program

• Federal funding share declines over those four years, with state matching fund share rising

• Intended to address gaps in government cybersecurity programs.  Encourages states to adopt and 

implement an effective cybersecurity plan, through an intergovernmental planning committee with 

members that have cybersecurity experience.

1

2



11/4/2022

2

The 2022 Appropriation Act (a.k.a. the budget) appropriates 

• ~$4.92 million GF (the estimated total state matching funds) and 

• ~$21.4 million (the estimated total federal grant funding available to Virginia). 

The budget also directs VITA to take the steps necessary for the state and local cybersecurity grant 

program.  

3

Item 93(F) STATE AND LOCAL CYBERSECURITY GRANT FUNDING

STATE BUDGET – FY 2023-24 BIENNIUM

vita.virginia.gov  |  Virginia IT Agency

Assist state, local, and territorial governments with 

managing and reducing systemic cyber risk. 

NOTE
Investments are to be aligned with Objectives

GRANT GOAL

CYBERSECURITY GRANT PROGRAM

1. Develop and establish appropriate governance structures, 

including developing, implementing or revising cybersecurity 

plans, to improve capabilities to respond to cybersecurity 

incidents and ensure continuity of operations

2. Understand current cybersecurity posture and areas for 

improvement based on continuous testing, evaluation, and 

structured assessments

3. Implement security protections commensurate with risk

4. Ensure organization personnel are appropriately trained in 

cybersecurity, commensurate with responsibility

GRANT OBJECTIVES FOR FY22

3
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• Cybersecurity Planning Committee

• can use existing body, if any (but Virginia didn’t have one that met the requirements)

• list of members and signed charter must be submitted with application 11/15

• State CIO or CISO has a key role (as Chair of that Committee and with respect to the program generally)

• Grants channeled through State Administrative Agency (SAA) with FEMA  (in Virginia, that’s VDEM)

vita.virginia.gov  |  © 2020 Virginia IT Agency
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OFFICIAL/ENTITY REQUIREMENTS

CYBERSECURITY GRANT PROGRAM

• Chaired by CIO/CISO

• Representation from: 

• state (or other eligible entity group) and localities 
(county, city and town),    
[local CIOs & CISOs strongly encouraged]

• institution of public education, 

• institution of public health, and 

• jurisdictions diverse by population type (rural, 
suburban and high-population)

REQUIRED

CYBERSECURITY PLANNING COMMITTEE – MEMBERSHIP

• Representation from:

• state and local judicial entities

• legislature

• election infrastructure officials

• representatives from public safety, homeland security, 
emergency management, and law enforcement

• emergency communications officials

• publicly owned or operated critical infrastructure

• State National Guard (if cyber mission)

• local government councils or associations

• others w/expertise and skillsets that best represent 
cybersecurity interests across the state

STRONGLY ENCOURAGED

5
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• Assisting with development, implementation, and revision of the cybersecurity plan (and projects pursuant to it)

• Formally approving cybersecurity plan 
(state CIO/CISO and feds [CISA] must also approve) 

• Assisting with determination of effective funding priorities (i.e., work with entities in jurisdiction to identify and 
prioritize individual projects)

• Coordinating with other committees/entities w/goal of maximizing coordination and reducing duplication

• Creating a cohesive planning network that builds and implements cyber preparedness initiatives

• Ensuring investments support closing capability gaps or sustaining capabilities; and

• Ensuring local government members providing consent for services, capabilities, or activities provided by the 
eligible entity through this program

vita.virginia.gov  |  © 2020 Virginia IT Agency
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PLANNING COMMITTEE RESPONSIBILITIES   (SEE NOFO PP.4-5, 64)

CYBERSECURITY PLANNING COMMITTEE – RESPONSIBILITIES

• Comprehensive strategic plan to reduce cyber security risk and increase capability

• Entity-wide, not for a single entity

• Should cover 2-3 years

• Certain required elements, with discretion to add others

• Individual projects must align to the plan

vita.virginia.gov  |  © 2020 Virginia IT Agency
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CYBERSECURITY PLAN BASICS      (SEE NOFO PP.66)

CYBERSECURITY PLAN

7

8
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• Incorporate any existing plans, to extent practicable

• Describe how input and feedback from local governments was incorporated

• Address 16 required elements (but can explain why not prioritizing some), assessed from entity-wide perspective

• Describe state and local responsibilities in implementing the plan

• Outline necessary resources and timeline for implementing the plan

• Summarize associated projects

• Describe metrics that will be used to measure progress (plan implementation and cyber risk reduction)

(Final performance report at closeout must include sufficient info to show performance goals in award have been met)

vita.virginia.gov  |  © 2020 Virginia IT Agency
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CYBERSECURITY PLAN MUST:      (SEE NOFO PP.67)

CYBERSECURITY PLAN

• Implement multi-factor authentication

• Implement enhanced logging

• Data encryption for data at rest and in transit

• End use of unsupported/end of life software and hardware that are accessible from the Internet

• Prohibit the use of known/fixed/default passwords and credentials

• Ensure the ability to reconstitute systems (backups)

• Migration to the .gov internet domain

As cybersecurity maturity increases, more advanced best practices (such as endpoint detection & response and 

regular penetration testing) will be recommended.

vita.virginia.gov  |  © 2020 Virginia IT Agency
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REQUIRED TO BE INCLUDED IN THE PLAN AND PROJECTS  (SEE NOFO P.5)

CYBERSECURITY PLAN – KEY BEST PRACTICES

9

10
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• Exception allows completing the cybersecurity plan during the first year (by Sept. 30, 2023)

• Until plan done, funds can only be used for activities integral to the development of the cybersecurity plan or 

necessary to assist with activities that address imminent cybersecurity threats. 

• Activities integral to the development of a cybersecurity plan are limited to investments and projects 

aligned with objective 1 and objective 2. 

• Imminent cybersecurity threats are limited to investments and projects in objective 3

vita.virginia.gov  |  © 2020 Virginia IT Agency
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OPTION TO DEVELOP A PLAN THE FIRST YEAR    (SEE NOFO PP.22-23)

DEVELOPING CYBERSECURITY PLAN

• State given lead & coordination role

• Encouragement of state as service provider

• Most of the money is to aid local government

• 80% of the federal funds to locals

• 25% of the federal funds to “rural” (defined as < 50,000 and not designated as urbanized)

• Local consent required for passing through items, services, capabilities, or activities in lieu of funding

• A developing area in terms of federal guidance

see NOFO pp.33, 64-65

vita.virginia.gov  |  © 2020 Virginia IT Agency
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PROGRAM BALANCES STATE AND LOCAL

CYBER GRANT PROGRAM – STATE AND LOCAL

11
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ARTICLE I.  Applicability. 

SECTION 1.  General. 

The Virginia Cybersecurity Planning Committee was created and has the authority to adopt a 
charter and bylaws pursuant to the Infrastructure Investment and Jobs Act (IIJA), Pub. L. No. 117-
58, § 70612 (2021), and Item 93(F) of Virginia’s 2022 Appropriation Act. The provisions of these 
Charter and Bylaws are applicable to all proceedings of the Virginia Cybersecurity Planning 
Committee (“VCPC”) to the extent that the same are not otherwise governed by legislative or 
executive requirements. To the extent the provisions and authorizations of these Bylaws conflict 
with legislative or executive mandates, the latter shall control.  

SECTION 2.  Authority and Limitations. 

VCPC is constituted under the IIJA and Item 93 as a “planning committee.” As a “planning 
committee”, VCPC is specifically charged with: 

• Assisting with the development, implementation, and revision of the Cybersecurity Plan; 

• Approving the Cybersecurity Plan; 

• Assisting with the determination of effective funding priorities; 

• Coordinating with other committees and like entities with the goal of maximizing coordination 
and reducing duplication of effort; 

• Creating a cohesive planning network that builds and implements cybersecurity preparedness 
initiatives using FEMA resources, as well as other federal, SLT, private sector, and faith-based 
community resources; 

• Ensuring investments support closing capability gaps or sustaining capabilities; and 

• Ensuring local government members, including representatives from counties, cities, and 
towns within the eligible entity provide consent on behalf of all local entities across the 
eligible entity for services, capabilities, or activities provided by the eligible entity through this 
program. 

The VCPC is not permitted to make decisions relating to information systems owned or operated 
by, or on behalf of, the state. 

ARTICLE II.  Members  

SECTION 1.  Voting Members. 

Members shall consist of residents of the Commonwealth appointed by the Governor in 
accordance with Item 93 for terms of 4 years. At least one half of the representatives of the 
Cybersecurity Planning Committee must have professional experience relating to cybersecurity or 
information technology. A vacancy other than by expiration of term shall be filled by the Governor 
for the unexpired term. Each appointed member has one (1) vote.  

Composition of Voting members  

Representation Organization 
Eligible Entity  Virginia IT Agency 

https://www.congress.gov/bill/117th-congress/house-bill/3684/text
https://www.congress.gov/bill/117th-congress/house-bill/3684/text
https://budget.lis.virginia.gov/item/2022/2/HB30/Chapter/1/93/
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Eligible Entity  Virginia Department of Emergency Management 
Institution of Public Education Virginia Department of Education 
Institution of Public Health Virginia Department of Health 
Elections infrastructure official Vacant/TBA 
Office of Governor Secretary of Homeland Security 
Tribal Representative Monacan Indian Nation 
State National Guard Virginia National Guard 
High-Population Jurisdiction Fairfax County 
Suburban Jurisdiction Franklin County 
Rural Jurisdiction King William County 
Legislature Department of Legislative Automated Services 
Public Safety Virginia State Police 
State judicial entity Office of the Executive Secretary of the Supreme 

Court of Virginia 
Private Sector Woods Rogers  
Public Schools Roanoke City Public Schools 

 

SECTION 2.  Advisors 

At the discretion of the Chair, additional persons representing key stakeholders or subject 
matters may be designated as advisors to the VCPC. Advisors may be designated for a particular 
purpose or on an ongoing basis. Advisors may participate in meetings of the VCPC outside of 
public comment periods but are not voting members of the VCPC. 

SECTION 3.  Officers 

The VCPC shall be chaired by the Chief Information Officer of the Commonwealth (CIO), or the 
Chief Information Security Officer (CISO) as his designee, in accordance with the IIJA and Item 
93. The Chair shall preside at all VCPC meetings. A Vice Chair shall be elected from among the 
voting members through nomination and formal vote, and the Vice Chair may preside at 
meetings, call a special meeting, and fulfill other similar administrative duties in the absence or 
temporary unavailability of the Chair. Additionally, the VCPC shall select a member to serve as 
chairperson of any subcommittees.   

SECTION 4.  Representation of VCPC. 

When the VCPC is requested to appear before the General Assembly, or legislative or study 
committees, the planning committee shall be represented by the Chair, or by one or more 
members duly designated by the Chair and, when practicable, confirmed by the planning 
committee.  

ARTICLE III.  Meetings and Public Disclosure. 

SECTION 1.  Regular Meetings.  

Regular meetings of VCPC shall be held on at least a quarterly basis, at such time and place as 
the VCPC may determine, or as needed as determined by the Chair. No business requiring a vote 
or final decision of VCPC may be conducted in the absence of a quorum, as defined in Article III, 
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Section 4.  

SECTION 2.  Subcommittees and Work Groups. 

The Chair may call a special meeting, or create a subcommittee or work group, for a specific 
purpose or purposes.  The notice of a special meeting shall set forth the business to be 
transacted at such special meeting. If a subcommittee or work group is created and will hold 
more than a single meeting, that subcommittee or work group shall report on its work at each 
meeting of the VCPC until its business is concluded. 

SECTION 3.  Notice of Meeting. 

Public notice of meetings shall be provided in accordance with applicable law, including the 
requirements of the Virginia Freedom of Information Act, Va. Code § 2.2-3700, et seq (VFOIA). 

SECTION 4.  Quorum. 

A quorum shall constitute a simple majority of the voting members of the VCPC.  

SECTION 5.  Conduct of Meetings. 

Meetings may take place using electronic communication means to the extent permitted by law. 
The Virginia Information Technologies Agency (VITA) shall provide staff support, including 
recording all minutes of the meetings and all resolutions adopted and transactions occurring at 
each meeting.  Should a legislative or executive mandate or these Bylaws not set forth a matter 
concerning the conduct of meetings of the VCPC, the then current edition of Robert’s Rules of 
Order shall govern. Meetings shall be public, except with respect to closed sessions held in 
accordance with the law and these Bylaws.  Pursuant to Va. Code § 2.2-3710, the VCPC shall not 
vote by written or secret ballot; voting shall be accomplished by voice vote, show of hands, or roll-
call vote. 

SECTION 6.  Closed Session. 

Prior to meeting in a closed session, the VCPC must vote affirmatively to do so and must 
announce the purpose of the session. This purpose shall consist of one or more of the purposes 
for which a closed session is permitted in accordance with applicable law, including VFOIA.  
Minutes may be taken during a closed session but are not required.  If taken, such minutes shall 
not be subject to mandatory public disclosure. 

SECTION 7.  Official Records. 

All official records of the planning committee shall be kept on file at VITA and shall be open to 
inspection in accordance with applicable law. All files shall be kept in accordance with applicable 
records retention requirements, including the Virginia Public Records Act, Va. Code § 42.1-76, et 
seq. Draft minutes and other meeting records shall be published on VITA’s website as soon as 
practicable.  Minutes of a meeting become final after VCPC review and approval, normally 
through presentation at the next meeting. 

ARTICLE IV.  Programmatic Priorities 

Programmatic priorities will be set by vote of the VCPC, in accordance with the cybersecurity plan.  
Staff shall document the decisions in the meeting minutes and make them public via VITA’s 
website and, as appropriate, other channels, such as the grants listserv of the Virginia Department 

https://law.lis.virginia.gov/vacode/title2.2/chapter37/
https://law.lis.virginia.gov/vacode/title2.2/chapter37/section2.2-3710/
https://law.lis.virginia.gov/vacode/title42.1/chapter7/
https://law.lis.virginia.gov/vacode/title42.1/chapter7/
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of Emergency Management (VDEM).  

ARTICLE V.  Financial Decision Making 

Financial decisions will be set by vote of the VCPC, in accordance with the priorities set forth in 
the cybersecurity plan. Staff shall document the decisions in the meeting minutes and post the 
information on the VITA website.  

ARTICLE VI.  Amendments to the Charter and Bylaws 

The VCPC shall review the Charter and Bylaws and may amend them as necessary. The Charter 
and Bylaws may be amended at any regular meeting of the VCPC by an affirmative vote of two-
thirds of the VCPC membership present and voting.  

 

These Bylaws were adopted by the VCPC, and became effective, on [Date], and remain in effect 
until subsequently amended.  

 
 



 
January 13, 9am-11am, Friday 
February 8, 10am - 12pm, Wednesday 
March 15, 10am-12pm, Wednesday 
April 12, 10a-12pm, Wednesday 
May 17, 10a-12pm, Wednesday 
June 14, 10-12pm, Wednesday 
July 19, 10am-12pm, Wednesday 
August 16, 10am-12pm, Wednesday 
September 20, 10am-12pm, Wednesday 
October 11, 10-12pm, Wednesday 
November 15, 10am- 12pm, Wednesday 
December 13, 10am-12pm, Wednesday 

 

2023 Meeting Dates 
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